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FOREWORD
This European Prestandard has been prepared by Technical Committee CENtrC 278
'Road transport and traffic telematics", the secretariat of which is held by NNI.

According to the CEN/CE!'ffiLEC Internal Regulations, the national standards
organizations of the following countries are bound to announce this European
Prestandard; Austria.. BelgiWIl, Czech Republic, Denmark. Finland, France, Germany,
Gr~ce, Iceland, Ireland. Italy, Luxembourg, Netherlands, Norway, Portugal, SpaiD.,
5weden. Switzerland and the tJDited Kingdom.

INTRODUCTION
The communication requirements of many Road Transport and Traffic Telematics
(R1TT) applications can be fulfilled by Dedicated Short·Range Communication
(DSRC). The small service areas and severe real·time constraints require a specific:
protocol architecture leading to the reduced protocol stack shown in figure 1, built up by
the application layer, the data link layer, and the physical layer. Such an architecture is
very common for real-time environments. The DSRC protocol stack is set up in
accordance with the master-slave principle, where the beacon as the master organises
the entire communication process. The DSRC Standards enable compliant
communication systems to serve multiple R1TT applications in parallel.

DSRC Application l...3yer
Management

Data Wnk Layer

Physical Layer

figure 1: DSRC protocol stack

This European Standard gives the architecture and services offered by the DSRC
Application Layer. The Standard defines the Application Service Elements (ASE).
These element definitions consists of Application Protocol Data Units (APDU),
Application Service Data Units (ASDU) and actions on these ASDUs. Actions on
ASDUs are performed by invocation of the Service Primitives (SP).

The application layer architecture allows for RTIT applications to choose the suitable
elements ranging from simple services up to complex services, accommodating multiple
parallel applications.
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1 SCOPE

Tnis Standard is applicable to the Application Layer of the Dedicated Short-Range
Communication (DSRC) system. Figure 2 illustrates the global data flow between the
elements of the DSRC system, (Physical, Data Link and Application Layer) and the
application.

c:J ADU c:J OSRC Application• Standards

............ ~ .... ................................................................................. .............................. .. ...................................' ......................

......... ............................................................................. , ..... ." ................................ ......................................................

Service Primitive Service Primitive

+ ASOU + ASOlJ

ApplicationI APDU Application
Layer • Layer

~ OSRC Application: 1LSDU Layer Standard fLSDU •: ................................................................................ " ..... , ...................................................._ ............. ~~~ .... fi •• *.";

OSRC Standards

LPDU
Data Link

J
Data Unk

Layer • Layer

1
PHY sou

r PHY selu

IPhysical I
PHY PDU

Physical
Layer ~ I Layer

ACU .. Al;)plication Data Unit lSOU '" UnI< Layer S4tI'Vic» Data Unit
APOU :II Al;)plication Protocol Data Unit LPOU .. UnI< Layer Protocol Data Unit
ASOU Al;)p1ication Service Data Unit PHYSOU .. Physical Layer Service Data Unit

PHY POU .. Physical Layer Protocol Data Unit

figure 2: Global dDJt: flow between communication system and application

The purpose of the Application Layer is to provide communication tools for the
application, whilst the scope o(the application oriented working groups is to build the
application using amongst others the tools provided by Application Layer. These tools
consist of elements which can be used by application processes. This approach allows
the re-use of the application processes i::l other communication environments Le. using
other bearers.
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Tne :ollowing subjects are covered by this Standard:

• Application Layer structure and framework.

• Services to enable data transfer and remote operations.

• Application multiplexing procedure,

• Fragmentation procedure,

• Concatenation procedure,

• Common encoding roles to translate data in local syntax with an abstract syntaX defined
by ASN.l into transfer syntax and vice versa,

• Communication negotiation and initialisation procedure.

• Broadcast service support.

• Facilities for association control,

• DSRC management support including communication profile handling
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This Standard incorporates by dated or undated reference; provisions from other
publications. These normative references are cited at the appropriate places in the text
and the publications listed hereafter. For dated references, subsequent amendments to or
revisions of any of these publications apply to this Standard only when .incorporated in it
by amendment or revision. For undated references the latest edition of the publication
referred to applies.

ISO 8824-1 1995 Information technology - Abstract SyntaX Notation One (ASN. 1):
Specification of basic notation

ISO 8825-2 1994 Information technology - Open Systems Interconnection 
Specification of Basic Encoding Rules for Abstract SyntaX
Notation One (ASN.1), Part 2: Packed encoding rules

ISO 9595 1991 Information technology - Open Systems Interconnection -
Common management information service definition. With
technical corrigenda 1 & 2.

ISOJIEe 7498-1 1994 Information technology - Open Systems
Interconnection - Basic Reference Model: The Basic Model

Road Traffic and Transport Telematics (RTTT) - Dedicated Short
Range Communication (DSRC) - DSRC Data Link Layer:
Medium Access and Logical Link Control

EJ."fV 12795
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3 DEFINITIONS

3.1 A.RCIDIECTIJRE

3.1.1 APPLICATION ENTITY

The aspect of an application process pertinent to DSRC.

3.1.2 APPUCATION LAYER

The Application Layer provides services that enable application data transfer and remote
application related operations. It defines the transfer syntax over the air interface and
communication procedures for application multiplexing, fragmentation and
concatenation. It also supports DSRC management including communication protile
handling, through the defined communication negotiation and initialisation procedure.

3.1.3 ApPLICATION LAYER KERNEL

The Application Layer Kernel provides the minimum set of services realized by the
Kernel Elements (KE) needed to support several RTIT applications in parallel. This
requires the means for dialogue initiation. offered by the Initialisation-KE; cyclic
broadcast transmission. offered by the Broadcast pool-KE. and a generic transfer of
DSRC data structures. offered by the Transfer-KE. The Application Layer Kernel
Elements always exist as single instances and are allocated outside the Applicati<m
Processes. whereas several instances of these elements which access the kernel may
exist in the Awlication Process-.

3.1.4 '-\PPLICATIONLAYER KERNEL ELE..~'f1'

Single instance Element inside the kernel providing the elementary services to transfer
DSRC Data Structures, independent from the application running on the actual system.
The KEs are the static components of the DSRC Application Layer and are allocated
outside of the Application Process domain.

3.1.5 ApPLICATION PROCESS

.An element within a DSRC system which performs the information processing of a
parJcular RTIT application.

3.1.6 APPLICATION SERVICE ELEME.'lT

A part of an Application Entity which provides an DSRC environment capability. The
Application Service Elements describe the encapsulation of DSRC data structures by
offering a defIned set of Service Primitives, to manipulate the state of an Application
Service Element locally as well as remotely. The realisation of an Application Service
Element is the only entity of the Application Layer communicating via the DSRC link.
using other Application Service Elements cr directly li.1e underlying LLC services.



Page 3

ENV 12834: 1997

3.1.7 BROADCAST K.ER.~ ELE.'\1ENT
,

The B-KE is responsible for the collection, broadcast and retrieval of dara for multiple
applications and/or multiple OBEs.

3,1.8 DSRC SYSTEM

A set of one or more computers, the associated software, peripherals, human operators,
physical processes, information transfer means etc., that forms an autonomous whole
capable of performing information processing and/or information transfer and which
complies with the requirements of the DSRC Standards in its communication with other
DSRC systems.

3.1.9 ELEMENr

Application Service Element or User Element Elements are abstractions of data
processing and data communication resources. These elements represent the parts of the
communication system building up or using the Application Layer functionalities. For
the purpose of addressing inside one realisation of an Application Layer (intra-system
addressing) each element needs to have a Distinguished Name (see 3.4.5). If an element
is an Application Layer Kernel Service User for the purpose of DSRC-wide addressing
(inter-system addressiog) it needs to have an Element Identifier (see 3.4.7). An element
is an instance of an element class.

3.1.10 ENTITY

An active element within a system.

3.1.11 L~TIlALISAnON KERNEL EIL\{ENT

The I-KE is responsible for the initialisation of the communication on the level of the
Application Layer.

3.1.12 l\;!A.'lfAGEMENT

The Management is the part of the application layer that supports the DSRC
Communication System management This management consists of providing the
Application Layer, Data Link Layer and Physical Layer in both entities with values for
the communication parameters and the collection and distribution of other information
necessao' for controllin~ the DSRC Communication System.

3.1.13 SERVICE

Service is a facility provided to support the requirements of the Application Layer,
Application Service Elements or User Elements respectively with respe(;t to
communication.

NOTE: Services which are not related to communication and provided to the end user,
referred to as application(s), are cutside the scope of this Standard
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3.1..14 TR-\.'iSFER KERNEL ELE.~"T

The T-KE is responsible for the tranSfer of an APDU to the peer entity. It includes the
needed, but extremely reduced. functionality from the Nerwork Layer to the Presentation
Layer. These are (de-)Coding to transfer syntax.. (de-)Fragmentation. and
:: de-)Multiplexing with priority handling.

3.1.15 USER ELEMENT

The representation of that part of the application process which uses those application
service elements needed to accomplish the communication elements of the application
process.

3.2 COMMUNICATION

3.2.1 APPLICATION DATA UNIT

Data unit specified in an application and transferred bet"Neen two application entities.

3.2.2 APPUCATION PROTOCOL DATA UNIT

Data Units exchanged between peer Application Service Elements.

3.2.3 APPUCATION SERVICE DATA UNIT

Data associated to an SP invocation of an Application Service Element

3.2.4 LLC PROTOCOL DATA VNil'

Data Unit transmitted between two LLC protocol instances.

3.2.5 LLC SERVICE DATA UNIT

Vertically transferred data unit between the application layer and the Uc.

3.2.6 SERVICE PR.1:MIrIVE

..;.0 abstract implementation independent interaction berween a Service User and the
Service Provider.

3.2.7 SERVICE PROVIDER

A..n Application Service Element or an DSRC Layer providing a special capability to
Application Service Elements or a User Element by means of Service Primitives..

3.2.8 SERVICE USER

An Application Service Element or a User Element wbjch makes use of a service of a
Service Provider.
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3.3 FuNCTIONALITIES

3.3.1 BEACON SERVICE TABLE

On the beacon side the I-KE collects application identifiers, initial data, and protocoi
layer parameter relevant for the communication and assembles a beacon service table
(EST). The application identifiers are stored in the BST as a priority list defining the
order in which applications are served. The EST is cyclically transmitted by the beacon.
The reception of the BST on the vehicle side is the initiator of each data transfer from
applications on vehicle side. The vehicle's I-KE evaluates a received BST and indicates
the availability of services to the corresp<mding APs and Application Service Elements.

3.3.2 BROADCAST POOL

HIe, cyclically broadcast from the beacon to the vehicles. Records may be inserted
independendy from several Service Users.

3.3.3 CODING (ALSO: ENCODING)

A function performed by the Transfer-service-provider which transfers the data from a
local syntax into a common transfer syntaX for all DSRC systems supporting the same
applications. The peer Transfer-service-provider decodes this data from transfer syntax
into its own local syntax. The common abstract description of this data is the abstract
syntax (defined by means ASN.l [ISO 8824-1J). The common rules for the encoding
and decoding are the Packed Encoding Rules. PER [ISO 8825-2].

3.3.4 CONCATENATION

A function performed by the Transfer Kernel Element to map multiple ApplicatiOil
Layer Protocol Data Units or Application Layer Protocol Data Layer Fragments into one
Data link Layer Service Data Unit.

3.3.5 F'RAGML'l'TATION

A function performed by the Transfer-service-provider to map one Transfer-SDU on
multiple LLC-SDUs.

3.3.6 HEAD OF THE LINE

Queueing discipline (also referred to as strict or flxed priority queueing), a number of
queues are served in priority order, i.e. a lower priority queue is served if all higher
priority queues are empty. each queue is served in First-Come-F1!'St-Serve order, each
user goes head of the line of the users of lower priorities but behind all users of equal or
higher priority.

3.3.7 MULTIPLEXING

A function within the Transfer-service·~rovider by which one LLC-SAP is used to
support more than one Transfer-serv:ce·use~
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3.3.8 PROFll.E

Information about capabilities and settings in the different DSRC layers and/or
Application Processes. A. prot1le is an INTEGER of ASN. 1 type and identified by its
value.

3.3.9 TIME

Time is the number of seconds from the 1/1/197000:00.

3.3.10 TRANSFER

The Transfer represents the service offered by the T-KE

3.3.11 VEHICLE SERVICE TABLE

The VST is the answer of the I-KE inside the OBE to the BST. It contains the identifiers
of all applications present in the BST and registered in the OBE and the profile used for
further communication.

3.4 CHARACTERISTICS OF ELEMENTS

3.4.1 AcrrON

An operation which should be performed by the receiving Service User. Its semantic is
defIned as part of the element definition.

3.4.2 A~lJIIIS

Elements may have Attributes. An Attribute has an associated value, which may e:duDit
a structure, consisting of a set or sequence of data elements. The value of an Attribute
may be observable, determine or reflect the Behaviour of the element The value of an
Attribute is observed or modified by sending a request to an element to read (get) or
\V!ite (set) the value. Operations on Attributes are defmed to be performed upon the
Element that contains the Attributes and not directly upon the Attributes. The Element is
able to enforce constraints on attribute values to ensure internal consistency. The
defInition of an Element can specify constraints between the values of individual
Atr.ributes. The syntaX of an attribute is an ASN.1 type that describes how Attribute
values are carried in protocol. This syntaX is inherent to the Anribute and remains
constant for all uses of the attribute.

3.4.3 ATTRIBUTE ID&vrIFIER

An identifier used to distinguish an attribute of an element from all other attributes.

3.4.4 BEHAVIOUR

The way in which elements, attributes, notifications and actions interact with each other
or with actual resources they model. It is part of the definition of an element.

The behaviour can defme

• thfl' <:l"m::\nric.<: nf the attributes. ooerations and notifIcations:
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• the response to operations being invoked on the element;

• the circumstances under which notifications will be emitted;

• dependencies between values of particular attributes;

• the effects of relationships on the participating elements;

• consistency constraints on attributes;

• preconditions that identify the conditions when operations and notifications can
be assumed to have valid meaning;

• postconditions that identify the results of the processing of a operation or the
emission of a notification;

• conditions that are true for operations of the element and that are in effect for
the entire lifetime of the element;

• synchronization properties of the element

3.4.5 DISTINGUISHED NAL\1E

The name of an element, which is unambiguous in each piece of equipment. The
concept of the Distinguished Name is different from the Element Identifier.

3.4.6 ELEMENT CLAss

A group of different Application Service Elements or User Elements which share the
same deflnition but use different resources (e.g. memory locations) to r~resent their
state and have different Distinguished Names and/or Element Identifiers. An Element is
an Instance of an Element Class.

N01E: In principle each Element can be seen as an Instantiation of an Element Class. The
Element Class defInition is directly the Element defInition if the obserVed Element
is the only instantiation.

3.4.7 ELEME.'l"T IDENIDIER

The registered name of an Application Layer Kernel Service User which is
unambiguous within the context. If another instantiation of the context is made the
registered name remains the same. The DSRC-EID is the ASN.l type used to represent
and transfer this data.

3.4.8 ENCAPSULATION

A relation between an Element and its Attributes and Behaviour, which represents the
property that Attributes and Behaviour may be observed only through Operations on the
Element or Notifications emitted by it. Encapsulation ensures that the integrity of an
Element is preserved. This requires that all Operations to be performed are
accomplished by sending a message to the Element. That is, the internal operation of an
Element is not visible outside the element unless Attributes, Operations, or Notifications
are defined to expose this information. The definition of the Element specifies what
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Ope:ations can be performed and what consistency constraints are required co maintain
,be integrity of the Element.

3.4.9 l'iSTAJ.vrIATION

The process of creating an Element according to an Element Class deflnition. A
Distinguished Name is used to name each element unambiguously. If the Element uses
the services of the Application Layer Kernel, an Element Identifier is used to identify
each element unambiguously.

3.4.10 ~OTIFICATION

Elements may be defined to emit notifications when some internal or external event
occurs. Notifications are specific to the elements that emit them. The notifications, and
the information they contain, are part of the deflnition of the element class of which the
element is an instance. Whether or not a notification results in a conflrmed as opposed
to unconfumed event report is not a part of the deflnition of the element, but is
determined by communications, systems or policy requirements, including settings of
event fonvarding discriminators.

3.4.11 OPERATION

.A...n operation is the mean to access a functionality or information of an element or to
change its state. The execution of the operation is controlled by the element.

3.4.U P~"tETER

A value of a type which has associated semantics where the value of the type ma.Y'-=
carried in protoc04..
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Logical Link Control Identifier

Logical Link Control

LLe Protocol Data Unit

LLC Service Access Point

LLC Service Data Unit

Mandatory

Non Mandatory

On Board Equipment

Protocol Data Unit

request/indication

response!confirm

Road Traffic and Transport Telematics

Service Primitive

Transfer Application Protocol Data Unit

For the purposes of this. Standard, the following definitions and abbreviations apply:

ADD Application Data Unit

AP Application Process

APDU Application Protocol Data Unit

ASDU Application Service Data Unit

ASE Application Service Element

ASN.l Abstract Syntax Notation One

BP Broadcast Pool

B-KE Kernel Element representing the BP in the Application Layer Kernel.

BST Beacon Service Table

DSRC Dedicated Short Range Communication

Em Element Identifier

ID Identifier

TID Invoker ID

I-KE Kernel Element representing the BST and the VST in the Application
Layer Kernel.

Kernel Element

mand

nonmand

KE

LID

liC

LPDU

LSAP

LSDU

OBE

PDU

req/ind

resp/conf

RTIT

SP

T-APDU
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T·KE Transfer Kernel Element

\iST Vehicle Service Table
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5 ApPLICATION LAYER ARCffi'lECTl}R.E

5.1 STRUCTtlU:'

The DSRC Application Layer shall consist of the Application Layer Kernel. The
Application Layer may consist of additional Application Service Elements. The services
are provided to service users by means of Service Primitives. These services are realized
by means of protocols.

Application-Protocol

Kernel-Protocol Kemel-Service-
rTC~~--~==-::"'::'='='=:"'----rln:--'Provider = LLC

Service-User

figure 3: ApplictUion 4Yer Struc'-'

5.2 SERVICE CLASSES

Three categories of operations exists with respect to confirm:

1) Conflrm is inherent and the information is required as pan of the result (e.g. the get
attribute values).

2) Conflrm may be selected by the system in accordance with a specified policy (e.g. the
set attribute values).

3) Non-con.firmed operations.

The category to which each operation belongs is specified in the clauses for individual
operations ..

5.3 CONTROL OF ACCESS TO INFORJ.\lAnON

It is outside the scope of this Standard to define a security policy to be adhered to by the
service users. Depending on the security policy adopted by the service user, operations
may be subject to access conditions
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6 KERNEL ELEMENTS

6.1 GENERAL

The Kernel shall consist ofT-KE and at least either I-KE or B-KE (i:e. it may consist of
T-KE, I-KE and B-KE).

Broadcast-Protocol

Transfer-Protocol

LLC-Service
,.....--"'---....,

LLC
LLC-Service

r------'~~

LLC

Jipre 4: Kernel Stnu:tu«

6.2 TRA.~SFER-KE (TRANSFER-SERVICE-PROVIDER)

6.1.1 SCOPE

The T-KE shall transfer information between t\Vo service users and shall abstract from
the realisation of this transfer.

Toe T-KE shall offer its services by means of service primitives defmed in 6.2.2 ..

The T-KE shall transfer the information by means ofT-APDUs defmed in Annex AI.

Tne T-KE shall realize the transfer by a protocol with the behaviour defined in 6.2.3.

The T-KE shall use the services of the LLC as specified in CEN TC2781N474.

6.2.2 SERVICES

6.2.2.1 Scope
The T-KE shall provide the following services LO ,JL1er elements (Transfer-service-user):
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• GET: The invocation of the GET service by a service-user shall result in the retrieval of
information from a peer service user. The service shall only be requested in a confIrmed
mode, and. a reply is expected..

• SET: The invocation of the SET service by a service-user shall resule in the modification
of information by a peer service user. The service may be requested in a confirmed or
non-confirmed mode. In the confirmed mode a reply is expected.

• ACTION: The invocation of the ACTION service by a service-user shall result in the
performance of an action by a peer service user. The service may be requested in a
confirmed or non-eonfirmed mode. In the confirmed mode a reply is expected.

• EVENT-REPORT: The invocation of the EVENT-REPORT service by :a service-user
shall result in the notification of an event to a peer service user. The service may be
requested in a confirmed or non-confirmed mode. In the confIrmed mode a reply is
expected.

• INITIALISATION: The invocation of the INITIALlSATION service by a service-user
shall result in an attempt to initialise the communication between a beacon and each
OBE that has not yet established communication with that beacon. The
INITIALISATION service shall only be used by the I-KE.

6.2.2.2 Service primitives
The T-KE shall provide the services given in 62.2.1 by the following service primitives:

• GET.request

• GET.indication

• GET.response

• GET.confum

• SET.request

• SET.indication

• SET.response

• SET.confirm

• ACTION.request

• ACTION.indication

• ACTION.response

• ACTION.confIrm

• EVENT-REPORT.request

• EVEJ.'IT-REPORT.indication

• EVENT-REPORT.response

• EVENT-REPORT.confum
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• NITIAUSATION.request

• il'ITIIALISATION.indication

• ~TIIALISATION.response

• I!'iTTIALlSATION.coafum

The INITIALISATION.request and INITIALISATION.confirm primitive shall only be
used on beacon side, the INITIALISATION.indication and INITIALISATION.response
primitive shall only be used on OBE side.

6.2.2.3 Format of service primitives
The T-ASDUs for the service primitives shall have the following format:

GET:

parameter name request indication response coatirm ASN.l type
:
I Inyoker Identiller (lID) optional optional :: optional optional :: Dsrc-EID

Link Identifier (LID) mancla.tory mandatory = rn.acdaIory mandatory = BIT STRING
I
i
l Element Identifier (EID) mandatory Dsrc-EID

Acc:essCredendals optional optional :: OCTET STRING

Attribute ld List (AttrldList) optional optional = AttributeldList ~

F1owCoDtrol mandatOry mandatory mandatory INTEGER

! Attribute List (AttrList) optional optiooaJ. = AttributeList
I

. Return Code (Ret) optional opaonal :: RetumSwus

SET:

parameter name request indication M!SpOnse confirm ASN.l type

Invoker Identifier (IID) optional optional :: optional optiooaJ. :: Dsre-EID

Link Ide.ndfier (LID) mandatOry mandatory: mandatory mandatory = SIT sn.L."iG

: Element Identifier (EID) lIWll:1atery Osre-EID

AccessCredentiaJs optional optional = OCTET STRING

Attribute Ust (AttrLlst) mandatory mandatory AttributeList

:Ylooe mandatory mandatory :: Boolean

F1owConC1"ol mandatory mandatOry mandatory INTEGER
I

Return Code (Ret) optional optional = RerumScarus
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ACTION:
,

j request indication I respoase coaflrm ASN.l type, par2D1eter name
JI

I Invoker Identifier (lID) optional I optional = I optional optional = Om-Em
I I

LiDk Identifier (LID) mandatory I mandacory= mandacory maadacory= BrrSTRlNG

Element IdenCilier (EID) mandatory , j Osrc:-EID

AetioaType mandatory manclatcry IN1'EGER(O.. l27~_.)

i AccessCredendals optional optional = OCTET STIUNG

i Aetioahrameter optional optional = Container I

, Mode mandacary martaacory = Boolean
I

FlowCoatrol mandatory maIldatory m.andarory INTEGER

RespomeP2nmeter option&i optional = Container

Remrn Code (Ret) optional optional ... ReturnSwus

EVENT-REPORT:
.' .... _.....,. - - ...-

,
request indication c:oiIInB ASN.!tyt'tpanmeter name nspoa.

Invoker Identifier (lID) optional optional = optional optional=- Om-EID

L1Dk Identifier (LID) maIldatcry mandatory = mand2tory maudarory ,. BrrSTRING

EIemeat Identifier (ElD) manclacory i QU'C·EID

EVeDtType manclacory m.andacory INTEGER(O..127~..)
I

i
AccessCredeatials optional optional = OCTET STRING

Event.P:arameter optional optional = Container I

, ~ode mandatory mandatory :: Boolean
iIFlowCoatrol manclacory mandatory mandatory INTEGER

IReturn Code (Ret) optional optional: RctutnSwus

INITIALISAnON:

I parameter Dame request indicatiOl1 re:spClDSIt confirm ASN.l type ,

Link IdeDdfJer (LID) mandarory mandatory. BIT SiRING I
I

: fnitialisadoa Parameter I manaacory I mandarory '" mandarory mandatory = SST (req. ind) resp.

VST (~p. coni)

with the meanings:

i Mandatory. IID of related indication if present. else EID of related indication.

= Present and the same as in request and response for indication and confirm. res~tively.
- I

~ot applicable

6.2.2.4 Parameters
The parameters shall be set and interpreted as follows:
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DL-UNlTDATA.request without respoase request

LLCsenia

DL-REPLY.request

DL-DATA·ACK-STAruSindicaCon

DL-DATA·ACKJndicalioQ

DL-REPLY-UPDATE.request

DL·REPLY-UPDATE-sTATUS.indication

IDL-REPLY.indiC2CioQ

IDL-REPLY-STATUS.indication

no Flow Concro!. no answer

Row Concro!. data unit exchange

Flow CancroL data unit tranSmission

Flow Control. data unit exchange

Flow Concro!. data unit tranSmission

Flow Control. data unit exchange StaI:US

Flow Control. data unit tranSmission status

Flow Concro!. data unit exchange preparation

Flow Control. data unit exchange preparauon ,taCUS

6

5

8

9

t 1

;0

• ITD shall be the DSRC-EID of the element initiating the request or the response,
respectively. This parameter is not needed if an answer shall be sent to a default invoker.
If TID is llsed, it shall contain the EID of the response to this primitive.

• LID shall be the LID chosen by the I-KE on vehicle side as specified in 6.3.3.l.

• EID shall be the DSRC-EID of the element which shall receive the indication or confirm
related to a request or response, respectively. This EID is used by the T-KE on the side
of the receiver to deliver an indication or a confirm to the addressed element. When the
TID is used in a request the element invoking a response shall use this IID as the EID.

• AccessCredentials shall be of OCTET STRING ASN.l type and carry the information
needed to fulfil access conditions in order to perform the operation on the addressed
element.

• AnrIdList shall be a list of IDs of attributes of the element receiving a GET.indication.
The values of these attributes shall be sent via a GET.response and GET.confirm to the
element invoking the GET.request, if DO access restrictions apply.

• FlowControl shall be a parameter which represents the behaviour of the underlying
communication service. This parameter shall be mapped by the T-KE on a special liC
serlice. The relation between FlowControl parameter, behaviour, and LLC-semce shall
ce as follows:

F1owCOQtrol parameter Application Layer

• AttrList shall be a sequence of Attributes sent by SET.request, SET.indication,
GET.response or GET.conflllI1. In the case of the GET,response or GET.coaflllI1 this
information shall be set provided that applicabLe access conditions have been fulfilled.

• Ret shall be a special return code issued by an eler:::J.ent as an answer to a
service.indication. The following codes are predefined

accessDenied: the requested operation was not performed for reasons
n,amnpnt tn th~,ecurit'Vof the svstem.

. ::; no Flow Concrol. answer DL-UNtTDATA..request W11b response request
L,-------+~~-=-----------_+~==_~-------__1

3 no Flow Concrol DL-UNlTDATAJncIicatioQ
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argumentError. one or more attribute values were not accessed because the
identifier for the specified attribute was not recognized or
the attribute value specified was out of range or otherwise
inappropriate for one or more attributes, or the action or
event-report invokoed was not supported by the receiving
entiey.

complexityLimitation: the requested operation was not performed because a
parameter was too complex.

processingFailure: a general failure in processing the operatiOCl was
encountered.

processing: the requested operation is being processed. and the result is
not yet available.

• Mode shall be a boolean parameter indicating whether there shall be a service.response
to a serviceindication.

.. ActieaType sbatt idel!tify an operation of the element wbict1 receives an
ACTION.indication and which shall be invoked.

• ActionParameter shall be the information needed for the invocation of an operation
identified in an AcrION.indication.

• ResponseParameter may be information resulting from the execution of the operation
invoked by ACTION.indication.

• EventType shall identify the message which shall be delivered to an element whicl:l
receives an EVENT-REPORT.indication.

• EventParameter shall be the additional infonnation needed for the message sent via an
EVENT-REPORT.request and EVENT-REPORT.indication. respectively.

• Initialisation Parameter shall be the information needed for the initialisation of the
communication (Le. the BST on the downlink and VST on the uplink) sent via an
initialisation service.

6.2.3 PROTOCOL

The transfer protocol shall consist of the following steps:

• Translate SDU to PDU

• Encoding ofPDU

• Fragmentation

• Octet alignment

• Multiplexing, Concatenation, and Access to LLC

• Demultiplexing

• Defragmentation

• Decoding of PDU. Deconcatenation and Remove of inserted bits


